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 National Security Cases 


Updated by Lt Col Karen Hornsby and Capt Alice Neidergall, June 2001 

AUTHORITY: AFI 31-501, Personnel Security Program Management (1 Aug 00);  AFI 51-201, Administration of Military Justice (2 Nov 99); AFI 31-401, Information Security Program Management (1 Jan 99). 

PERMISSION TO PROCEED REQUIRED 

Unit commanders and supervisors contemplating disciplinary or administrative action against military members or civilian employees that could lead to discharge or removal must first obtain permission to proceed when the member or employee holds a special access as follows: 

1. SCI access and persons debriefed in the last three (3) years; 

2. Current SIOP/ESI and other XO special access programs and persons debriefed within the past two (2) years; 

3. Current access to R & D special access programs and persons debriefed within the past year; and 

4. Persons who have had a duty assignment with AFOSI and have held an AFOSI special access.

Procedures for obtaining permission are continued in AFI 31-501, para 8.9. 

It should be noted that expeditious processing of such requests must be pursued to comply with any speedy trial rules and restrictive time requirements in civilian removal cases (the goal is to process the cases within 15 duty days of the date of the message initiating the request). Voluntary separation requests from members with access will not be handled under these procedures unless they are instead of adverse action. 

ACTION PENDING PERMISSION TO PROCEED 

The following actions are permitted pending decision: 

1. COURTS-MARTIAL - permitted: completion of preferral of charges and Article 32 investigation; not permitted: referral of charges to trial by Convening Authority (under state law); 

2. AIRMEN DISCHARGES - permitted: notification letter of the proposed discharge, member’s response, and necessary appointments; not permitted: discharge or convening of a board; 

3. OFFICER DISCHARGES - permitted: initiation of case, member’s response, necessary appointments; not permitted: show cause for retention; and 

4. CIVILIAN REMOVALS - Cannot even present notice letter to employee without authority to proceed. 

CASES REQUIRING REPORTING 

Any case that has the potential for becoming a national security case must be reported to AFLSA/JAJM (through your State Headquarters and the NGB) as soon as the SJA learns of it. The following must be handled as national security cases: 

1. Espionage;

2.  Subversion 

3. Spying; 

4. Aiding the enemy; 

5. Sabotage; and 

6. Violations of punitive regulations or criminal statutes concerning classified information. 

These cases involve decisions about how the investigation is to proceed, whether a prosecution will occur, and if so, who will try the case and in which court. Therefore, it is mandatory for the SJA to check with AFLSA/JAJM at the earliest time. 

KWIK-NOTE: If a matter affecting national security is involved in any court-martial, discharge or removal action, notify higher headquarters immediately and before proceeding. 
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