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Subpoenas and Consensual Release of Records


Updated by Lt Col Barry Maddix and Capt John W. Erickson, Jr., July 2001

AUTHORITY: Privacy Act, 5 U.S.C. 552a; AFI 51-301, Civil Litigation (25 Jul 94)(for reference only).

INTRODUCTION
This topic concerns military records kept or maintained and subject to the Privacy Act, which are sought to be released from the unit to either the member who is the subject of the records, or to a third person, either on the written consent of the member, or upon receipt by the unit of a subpoena. For purposes of the Privacy Act, the term subpoena includes the order of a court of competent jurisdiction which order satisfies all the requirements discussed in this topic, even though the order may not have the word subpoena on it. 

NOTE: If the unit receives a purported CONSENT RELEASE or SUBPOENA for records of a member which is NOT IN COMPLIANCE WITH the guidance in this topic or applicable federal and state law and regulations, the Staff Judge Advocate should direct a letter to the requester returning what was sent (always keeping a copy for the unit files), and politely explaining that the unit cannot comply because the consent release or subpoena was not in compliance with the Privacy Act which governs the release of documents of a member which are kept or maintained by the Air National Guard, pursuant to the Privacy Act. As a courtesy, the letter may advise what is required for the unit to comply with the consent release or subpoena, but that advice is not required. Any contact by the unit with the requester of records should be in writing and not on the telephone, since issues of compliance or non‑compliance with the Privacy Act may be litigated in court where written, not oral, records are the acceptable forms of proof.

CONSENT RELEASE OF RECORDS 

Under the Privacy Act, a former or current military member may consent to having certain of the member’s records, maintained by the unit, released to third persons, whether or not those records will be used in a civilian civil or criminal court proceeding. The general rule is if the records are releasable to the military member, then the member may consent to having them released to a third person. No subpoena is necessary in a consent situation. 

The unit is usually confronted with this situation when either the member or the member’s private attorney sends the unit a written request for the records. Often the letter is signed by the member or has attached to it an authorization by the member allowing the unit to release the records to the member or to a specified third person. NEVER RELEASE RECORDS OF A MEMBER TO ANYONE, INCLUDING THE MEMBER, UNLESS THE UNIT RECORDS CUSTODIAN EITHER SEES THE MEMBER SIGN A CONSENT RELEASE FORM OR AUTHORIZATION OR THE UNIT RECEIVES SUCH A FORM OR AUTHORIZATION ON WHICH THE MEMBER’S SIGNATURE IS NOTARIZED.

Absent the proper written consent of the member whose records are sought, the only way the unit may properly release those records is by receipt of a properly issued document called a SUBPOENA.

SUBPOENAS

Frequently, units will receive subpoenas calling for records of a current or former unit member, which records are subject to the Privacy Act and are to be brought to court or made available to an attorney for inspection and copying on a certain date. This usually happens in the context of an ongoing civilian civil or criminal action or proceeding in state or federal court. Examples where subpoenas are received include divorce cases and automobile accident cases. 

Any nonconsensual request for release of records of a current or former military member of a unit, which records are subject to the Privacy Act, is governed by the Privacy Act, 5 U.S.C. 552a. Pursuant to 5 U.S.C. 552a(b)(11), the military is permitted to release such records only upon an order of a court of competent jurisdiction.  If the Judge’s signature does not appear on a subpoena, a unit is not permitted to comply with the subpoena. A lawyer’s or court clerk’s signature alone on the subpoena document is not sufficient to permit disclosure, even if the lawyer is a district attorney, Attorney General or U.S. Attorney.  A subpoena issued by a Grand Jury is also not sufficient. A Judge’s signature is required.

A “subpoena” is a judicial command requiring a person to appear and testify on a certain date or to produce and permit inspection and copying of documents or evidence in that person’s custody or control on a certain date. A lawyer for one of the parties to the lawsuit or criminal case, acting as an officer of the court, can issue a subpoena.

A “subpoena duces tecum” is a command requiring a person to come to court “and bring documents” to testify on that certain date.  A lawyer for one of the parties to the lawsuit or criminal case, acting as an officer of the court, can issue a subpoena duces tecum.

A judicial subpoena duces tecum is a subpoena duces tecum signed by a judge.

When an ANG unit is given a proper subpoena, it must be complied with. In such case, you do NOT need the member’s consent to release the records since one of the exceptions to the Privacy Act is an order issued by a court of competent jurisdiction. However, upon releasing the information, you must make reasonable efforts to notify the individual whose records are the object of the subpoena, by mailing or delivering a disclosure statement to the member’s last known address advising the member that specified records of the member have been subpoenaed. Attach a copy of the subpoena to the disclosure statement. If the member is on base, have the member sign an acknowledgment of receipt of the disclosure statement and copy of the subpoena.  

STEPS TO FOLLOW UPON RECEIPT OF SUBPOENA

It is imperative you follow the steps below upon receipt of a subpoena, to avoid violations -- unintentional or otherwise -- of the Privacy Act by improperly releasing records. Also, following this guidance will best ensure your protection from liability for any later claimed Privacy Act violation by the member who is the subject of the records, or any claimed violation of the subpoena. Above all, do not release any documents without your Staff Judge Advocate’s advice.

1. 
The first person at the unit receiving the subpoena should promptly:

a.
Note the date, time and manner in which it was received (mail, personal delivery from a process server, etc.). If a process server personally delivered the subpoena, obtain the process server’s name and address;

b. 
Notify the Commander of the receipt of the subpoena;

c. 
Photocopy the subpoena and retain any other correspondence pertaining to it, as well as the envelope (Federal Express, Express mail, regular or certified mail, etc.) in which it was received; and 

d. 
Place this information, along with any and/or all associated documents, in the member’s military file where the original records, which are the subject of the subpoena, are located.

2. 
Call your Staff Judge Advocate for further instructions. The Staff Judge Advocate will make sure the subpoena itself is proper and has been properly and timely served.

WHAT TO LOOK FOR

Make sure the following appear on the subpoena:

1. 
The return date ‑‑ this is the date the records are to be produced;

2. 
The description of the records sought and the name of the current or former unit military member;

3. 
The date the subpoena was issued;

4. 
An order to produce and the signature of the Judge.  Sometimes the Judge’s name is not typed beneath the signature and the signature is illegible. In such case, the SJA should call the attorney(s) whose name is on the subpoena and ask for the Judge’s name. The mere absence of the typed Judge’s name does not invalidate the subpoena.

Other problems like an improper Social Security Number, incorrectly named member whose records are called for, the unit no longer having the records, etc., should be immediately discussed with the SJA.

If the subpoena is not served in adequate time to permit a proper response, the SJA should notify the attorney(s) who sought the subpoena that a new subpoena may be necessary and should notify the court.  

PREPARING RECORDS FOR MAILING OR DELIVERY
Assuming a proper judicial subpoena or subpoena duces tecum calling for records of a military member is received and has been timely served, in preparing to mail or deliver the records, the following should be done:

1. 
Obtain the original records covered by the subpoena, and ONLY those records as specified in the subpoena. For example: if only pay records are sought, do not provide medical records as well.

2. 
Photocopy the original records.  The unit must keep the original record. 

3. 
Prepare a Certificate on the unit’s ANG letterhead, on a separate page, as follows: 

“I certify that I am the authorized custodian of the attached records which are true and accurate copies of the original and official records required to be maintained on (this individual) by the Department of Defense, United States Air Force, Air National Guard and the State of (your state), and the statutes and regulations governing the preparation and maintenance of these records.

(Signature) (Name of Custodian, Rank & Unit) (Unit Record Custodian or

similar title)

Sworn to before me this _________ day of ________________ , 20__

Notary Public”

Ordinarily, a certified copy of the official records is sufficient.  If the authenticity of the record is in dispute, however, a court may order production of the original records.  If this occurs, consult your Staff Judge Advocate. 

KWIK‑NOTE: Records subject to the Privacy Act may not be released without an order signed by a court of competent jurisdiction.  
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